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#1 – Spend Time With And Disciple Your Child
Time spent with your child is the foundation to all discipleship.

· Throw Out The Idea That Quality Is A Replacement For Quantity

You would not accept a 1 inch cube of steak from a great restaurant!  Why? - because quantity really does matter.  We MUST spend time with our children.  Time is the foundation for every discipleship effort.  How can you spend more time with your child this week? 

· Don’t Over Book on Activities

Remember, life is a tradeoff.  Despite what the commercials may tell you – you can’t have it all!  Is it time to cut back on some activities to be able to spend some time together?  Take a look at your media intake, clubs and activities.  
· Talk About Worldview Questions

Spend time discussing why as Christians we stay away from certain content.  (OK, you may have to start by asking for forgiveness and re-establishing some rules in your life.)  What about shows, TV, movies, books, magazines, radio, Internet, etc.?  What is “true, noble, right, pure, lovely, admirable, excellent and praiseworthy” (from Philippians 4:8) and why does our Lord ask us to “think about such things”?
· Explain Your Faith
Who are you expecting to do this?

Explaining your faith and talking about worldviews are the building blocks of discipleship!

#2 Understand Technology and Set Clear Loving Limits

· What Is OK
What and where are you allowing your child to go on the internet?

Decide on email, blogs, questionnaire\polls, picture galleries, video galleries, shopping, radio or video streaming, file sharing, interactive sites, chat rooms, IMing, forums or bulletin boards, gaming, gambling, social networks, etc.
If yes, what are your rules for usage? 

What about other technologies – game consoles, music players, cell phones, texting devices, satellite radios, etc.?
· Times It Is OK
How much time and when is it ok to use these technologies?

· Clear Expected Behaviors
How do you expect your child to act while using these technologies?

Some Suggested Rules (Pray about these and YOU decide!)

· No “click offs” or closing a website when parent walks in

· Never share passwords

· No profiles

· Only verifiable friends

· Never share or post certain personal information

· Agree to “block” individuals who are rude, slander, gossip spoof, deceive, etc.

· No file sharing

· Get permission to install software
· Never open mail attachments unless you requested it

· Must turn over music devices for “inspections” of any pictures and music

· Games and devices must be approved

· No chat on game devices
#3 Keep Your Child Accountable

If the foundation of Discipleship is time with your child, and the building blocks are sharing and explaining your faith, accountability then what is the cement to hold those blocks on your foundation?  Good limits and accountability!
· Use Technology to help

· Firewall

· Virus protection

· Filter
· Low Level - OS software and browser settings

· Medium Level - Settings from “premium services” such as AOL, MSN, Yahoo DSL

· High Level - Purchased dedicated filter software

Please note that links to filters are available at http://CyberSafetySeminar.com.  A small portion of the purchase of any filters through these links goes back to help offset the expenses and time put into this seminar.

Your child’s cyber experiences can be good ones!  Don’t sit back and hope all goes well – step out, take control and help ensure it goes well,
May God’s grace and peace be with you,

Mark Strohm, Jr.















